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Abstract— Digital Image Watermarking (DIW) is such a 

technique designed specifically for the protection of the images 

or data from illicit transformations. One of the best suited 

techniques for copyright protection and owner authentication is 

watermarking. In this document, a non-blind Digital Image 

Watermarking technique was proposed that is the fusion of two 

different techniques i.e., Redundant Discrete Wavelet Transform 

(RDWT) and Singular Value Decomposition (SVD) in YCbCr 

color space. A reliable way of protection was introduced as it 

showed more resistance than that of different wavelet based 

techniques. The proposed scheme was tested against different 

geometrical transformations (median filtering, noise addition, 

cropping) and provided better extraction of the watermark. The 

performance increased the evaluation values of different 

parametric results i.e., Mean Square Error (MSE), Normalized 

Correlation (NC) and Peak Signal-to-noise Ratio (PSNR). 
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I. INTRODUCTION 

atermarking deals with copyright protection, security-

oriented applications or other ownership verification, 

the survival of the watermark become effective in both cases 

i.e., having non-malicious as well as malicious manipulations. 

In the condition of secure watermarking, the loss of the 

secreted data that is hidden should be accessible only at the 

outflow of a considerable deprivation of the quality of the 

host data. As to non-malicious attacks, a vast range of digital 

and analog processing tools exist i.e., lossy compression [11], 

linear and non-linear filtering, cropping, editing, scaling, 

noise addition and many others that apply to check the 

authenticity of the watermark.  

Thus, in the case of image, following techniques are 

considered i.e., zooming and shrinking, rotation, contrast, 

enhancement histogram manipulations, row/column removal 

or exchange In simple words, watermark infringement does 

not necessitate to be impossible (which probably will never be 

the case), but it should be difficult enough. Threshold value is 

used to check the scale factors that result in the measurements 

of best suited peak values (Fig. 1). 

There are different kinds of watermarking: Visible & 

Transparent Watermarking, Visible watermarks are embedded 

in visual content and they remain visible when the content is 

 
 

Fig. 1: Measuring Parametric Values 

 

viewed. Transparent watermarks are invisible that they cannot 

be detected by just screening of the digital content. Fig. 2 

shows the difference visible and invisible watermarks. 

Similarly another kind is Public & Private Watermarking: In 

public watermarking, the authorization is given to the users of 

content so that the detection of the watermark is made 

applicable while in private watermarking, the users are not 

allowed to perceive the watermark. 

 

 

 
 

Fig. 2: Difference between invisible and visible watermark 
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II.   LITERATURE REVIEW 

Most commonly used techniques of watermarking are: 

Discrete Cosine Transform (DCT), Discrete Wavelet 

Transform (DWT), Discrete Fourier Transform (DFT), and 

Singular Value Decomposition (SVD). Combination of two 

techniques is known as hybrid technique. There are two basic 

techniques that are used as hybrid, named as DWT-DCT and 

DWT-SVD. Wavelets are decomposed into four bands.  

Discrete Wavelet Transform: 

The image is first converted in two ways, high and low-pass 

and then it is filtered along the rows and the resultant for each 

filter is down- sampled by two. The high and low frequency 

components are corresponded by the two sub-signals along 

with the rows and hence, are represented each of size N by 

N/2. Again, both of these sub-signals are high and low-pass 

filtered, but now, at this time along with the column data. The 

results are again down-sampled by two: 

 

 
 

Fig. 3: One decomposition step of the two dimensional image 

 
 

In this way, the original image is divided into four sub-

images each of size N/2 by N/2 that contain information from 

different frequency components. Fig. 2 shows the one 

decomposition step of the two dimensional 2D grayscale 

image. Fig. 3 shows the four sub-bands in the distinctive 

arrangement. 

 

 
 

Fig. 4: One DWT decomposition step 

 

Singular Value Decomposition: 

Singular Value Decomposition is used for factorization of a 

real or complex matrix which has numerous applications in 

different fields of image processing. This transform is a linear 

algebra transform. A digital image can be expressed with all 

of the entries showing the intensity value of each pixel in the 

image in a matrix form. SVD of an image A can be 

represented by the dimension in N*N is given  

A=USV
T 

                                         (1) 

 

Where, S is known as singular matrix or a diagonal matrix 

carrying out nonnegative singular values of matrix A and U, 

V are orthogonal matrices. 

III.   PROPOSED TECHNIQUE FOR 

WATERMARKING 

Watermark Embedding: 

 

 

Fig. 5: Watermark Embedding Process Using RDWT-SVD 

 

Watermark Extraction: 

 

Fig. 6: Watermark Extracting Process Using RDWT-SVD 

 

IV.    SIMULATION RESULTS 

Two experiments are performed to evaluate different 

parametric values for each technique, both experiments 

contain JPEG image using RGB color space with size 

512×512 bit, depth 24 and resolution 96×96 dots per inch, 

cover image lena.jpg and the image used for watermark is 

peppers.jpg, and another experiment is done on same RGB 

color space having extension of JPEG with size 512×512, bit 

depth 24 and resolution 1×1 dots per inch. Host image 

NCBAE.jpg and watermark image baby.jpg are given in      

Fig. 2. By making comparisons to different state of art 

techniques, the proposed scheme will have the following 

extracted and embedded images as shown in Fig. 6. Table I 

and Table II show the evaluation matrices results (PSNR and 

NC) without attacks and algorithm CPU time for the proposed 

technique compared with the other state of art techniques. The 

NC for extracted watermark after attacks for the proposed 
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technique compared with the other state of art techniques 

shown. 

 

 
 

Fig. 7: Wallpaper.jpg (host) b) Art.jpg (watermark) 

 
 

Table I: Values for Embedding Process using NCBAE.jpg as host and 

Baby.jpg as watermark 
 

 

 
Table II: Values for Extracting Process using NCBAE.jpg as host and 

Baby.jpg as watermark 

 
 

Table III: R, G, and B channel values to measure robustness of Watermarked 

Image (Wallpaper.jpg and Art.jpg 512×512) 

 

 

 
 

Fig. 8: Graphical Representation for Embedding 

 

 
Fig. 9: Graphical Representation for Extraction 

 

 

Table IV: R, G, and B channel values to measure robustness of Extracted 

Watermark Image (Wallpaper.jpg and Art.jpg 512×512) 

 
 

Table V: Comparison for both Host and Watermarked Image, Watermark and 

Extracted Watermark Image (Wallpaper.jpg and Art.jpg 512×512) 
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Fig. 10: Visualization Test after applying Attacks on Embedded and 

Extracted Image 

 

 

Fig. 11: Graph for both Host and Watermarked Image, Watermark and 

Extracted Watermark Image 

 

 

 

IV.    CONCLUSION 

The scheme is tested for dimension of 512×512 RGB 

images with varying scale factor values i.e., α = 0.1 and ß=0.5, 

bit depth to be noted is 24 and resolution is same for both host 

image and watermark image i.e., 92×92. Robustness of both 

the watermarked image and the extracted watermark image 

was increased in above defined dimensional images. The 

proposed scheme was proved to show more fidelity for 

security purposes than previous techniques. Hence, image 

quality remained the same after applying different solidity 

attacks to both watermark embedding and extraction 

processes. 
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